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CVE Trends
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High Risk

Apps 1438

Assets 4370

OS 10

Assets Risk Level

High Risk 4043 gfgfgfd gkfjdgk dfgkjd fgkjdfgkjdf gkdfjg dfkgjd fkgjdf v

Med Risk 181 gfgfgfd gkfjdgk dfgkjd fgkjdfgkjdf gkdfjg dfkgjd fkgjdf v

Low Risk 146 gfgfgfd gkfjdgk dfgkjd fgkjdfgkjdf gkdfjg dfkgjd fkgjdf v

Assets Status

Online 2 gfgfgfd gkfjdgk dfgkjd fgkjdfgkjdf gkdfjg dfkgjd fkgjdf v

Offline 4368 gfgfgfd gkfjdgk dfgkjd fgkjdfgkjdf gkdfjg dfkgjd fkgjdf v

Date
Last month

646
Detected 568 

Mitigated 78

Invite 1

Available Updates 85

OS 23

Apps 62

Active CVEs 5467

Critical     56 High      789 Med 923 Low      486

0-Days 5467

High   789 Med   789 Low  1780

Team Background

Mamram & Intelligence units graduates with distinguished service

Operational and tech experience with over 10 startups

To provide customers with solutions to proactively reduce 
risk wherever computer software resides 

Vicarius’ Mission

info@vicarius.io +1 605-593-5454vicarius.io

vRx is a cloud-based platform 

to assess, prioritize, and remediate 
vulnerabilities in applications, assets, 
and operating systems

Vulnerability 
Assessment 

Patch 

Management

Risk 
Reduction

Competitive advantages

Patchless 
Protection
In-memory protection 
for software binaries 
and libraries

Hands-off 
Deployment
Cloud-first architecture, 
no local hardware 
needed

Data 

Prioritization
Proprietary MapReduce 
engine to collect, 
format, and analyze 
execution attributes

Software Binary 
Tracking
Proprietary database 

for publicly available 
software binaries 

and libraries

Blindspot 
Detection
Agent deployment 

is used to scan 

for unmanaged devices

Use cases

CSPM
Track and maintain cloud 
environments

Gain visibility across 
multiple cloud vendors and 
for any Linux variety

Activate independent 
remediation disconnected 
from the cloud vendor

WFH
Efficiently remediate risk across 
WFH assets

Easily scan and remove 
assets with no VPN 
connection or internal link

Deploy one agent rather 
than multiple

AVR
Consolidate remediation efforts 
across many environments

Overcome errors with 
manual work

Gain better understanding 
of risk across multiple 
process steps

Customer profile

Direct approach for mid-
sized account - CISO or IT/
Security admin

Bottom-up approach for 
bigger accounts - security 
analyst or team member

Why vRx?

01Unified platform that 
replaces 2-3 others 02Next-gen solution with 

advanced capabilities 03Coherent and competitive 
pricing model 04SaaS-based, easy 


to integrate and use 055 minute setup 

and deployment


