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Vézeni klienti a kolegovia,

Tito sprévu vyddvame od roku 2020, priGom ide uz osiestu spravu vporadi. Stéle ide o jediny verejne dostupny zdroj
aprehlad rozhodovacej &innosti oboch reguldtorov na Slovensku, ku ktorému pridédvame kaZdy rok aj relevantné rozhodnutia
sidov aprehlad legislativnych udalosti.

Je smutné, Ze za 6 rokov tito dobrovolnd aktivitu nijako nepodporil a nijako na fu nezareagoval ani jeden z
nasich reguldtorov. Touto sprdvou sa nepriamo pytame, preco nase Urady sami nezverejiiuju svoje rozhodnutia? Medzi ich
hlavné dlohy podla ¢l. 57 GDPR patri zvySovanie povedomia o ochrane osobnych ddajov asikromia. Nevieme si predstavif
lepsi spésob plnenia tejto dlohy. Potrebujeme poznat’ rozhodovaciu &innost nasich reguldtorov apotrebujeme ju prepdjat
spraxou a sudnymi rozhodnutiami.

Této sprdva je uréend na volné a bezplatné Sirenie na akékolvek interné Géely vrdtane reportingu, $koleni, internych analyz.
zvy$ovania povedomia o ochrane osobnych ddajov, alebo aj na prévne Géely. Prosime len o referenciu a uvedenie zdroja.
Rok 2025 priniesol viacero zdsadnych tém, ktoré sa dotykaju ochrany sikromia a spracivania osobnych ddajov — a to
nielen cez GDPR, ale aj cez prepojené eurépske reguldcie (najmd Al Act, DSA a Data Act), nové kybernetické predpisy a
viaceré legislativne ndvrhy na urovni Slovenskej republiky.

Verime, Ze Vdm tdto sprdva pomézZe zorientovat sa v trendoch, rozhodovacej praxi a legislativnom vyvoji, a zdroven
poskytne praktické ponauéenia pre nastavenie procesov v roku 2026.
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Rovnako aj Urad na ochranu osobnych tdajov SR (dalej len ,Urad”) nadalej vyddva vlastiné vyroéné sprévy, pricom
posledni sprévu za rok 2024 zverejnil Urad v septembri 2025. Vyroéné spravy Uradu obsahuji &ast ,vybrané pripady
zdozornej &innosti”, vkiorej Urad popisuje vybrané rozhodnutia. Druhy reguldtor, Urad pre reguléciu elekironickych
komunikdcii a postovych sluzieb (dalej len ,Urad pre reguldciu”) takisto vyddva vyroéné sprévy. Jeho sprévy si viak
orientované na telekomunikaény sektor anevyplyvaji zjeho Ziadne informécie orozhodnutiach vzmysle ePrivacy smernice
(cookies a priamy marketing).

Nasa sprava tradiéne ponidka Sirsi a prakticky orientovany pohlad na vyvoj ochrany osobnych ddajov na Slovensku,
vrétane zdsadnych legislativnych trendov, rozhodovacej praxe a prikladov, ktoré mézu byt relevantné pre stkromny, ako aj
verejny sektor. Zaujimaji nds konkrétne rozhodnutia, vyska pokuty, trendy atémy, ktorym sa Orady venuji. Spréva je
rozdelend do nasledujicich 4 kategérii:

1.legislativne udalosti;
2.rozhodnutia a &innost Gradov;
3.judikatira; a

4.dalsie udalosti.

Nasim ciefom bolo zaznamenat' ¢o najviac relevantnych udalosti, ale nie je vnasich siléch zachytit vietky. Ak by Vdam
viejto sprave chybala zaujimavé udalost, dajte ndm, prosim, vediet. Radi ju doplnime.

LEGISLATIVNE UDALOSTI

Rok 2025 priniesol tému ochrany osobnych ddajov do legislativnych diskusii ¢astejsie, ako byva naSlovensku zvykom.
Dévodom tejto zmeny bol najmd névrh nového zékona oochrane osobnych udajov, kiory je aktudlne vo féze
vyhodnocovania pripomienkového konania a bude nepochybne patrit medzi hlavné témy aj vnovom roku a dalsia novela
zdkona o elekironickych komunikécidch. Obom savenujeme bliz3ie dalej v texte.

Vo fdze hodnotenia pripomienkového konania sa nachédza aj ,dvoji¢ka” ndvrhu zékona o ochrane osobnych ddajov, a to
ndvrh zdkona o ochrane fyzickych oséb pri _spracivani osobnych ddajov prislusnymi orgénmi na Géely predchddzania
trestnym Cinom,_ich vy3etrovania, odhalovania alebo stihania alebo na G&ely vykonu trestnych sankcii a o volnom pohybe
takychto ddajov. Neobsahuje Ziadne podstatné zmeny oproti existujice] tretej éasti zdkona, ato napriek prinajmensom
problematickej implementécii a prepojeniu prav dotknutych oséb vo vziahu kvySetrovacim spisom, ktoré sa vplnej miere
riadia trestnym poriadkom.

Pripomienky sa aktudine vyhodnocuji aj vo vziahu k ndvrhu zékona o organizdcii tdtnej_sprévy voblasti Al, podla ktorého
mé byt Ministerstvo investicii, regiondlneho rozvoja a informatizécie SR vieobecnym orgdnom dohladu nad trhom.

Ministerstvo investicii, regiondlneho rozvoja a informatizdcie SR predloZilo aj ndvrh zdkona, ktorym saupravujd
poziadavky eurépskej_regulécie ddajov. Cielom névrhu je implementovat nové pravidld EU upravujice spravodlivy pristup
k ddajom a ich pouzZivanie podla nariadenia o ddajoch (Data Act). Aktudlne prebieha vyhodnocovanie pripomienkového
konania.

Opomendt nie je mozné ani reformu obéianskeho prava, ktorého sicasfou je aj ochrana jednotlivych prvkov osobnosti ¢i
Oprava veci sdigitélnymi prvkami a poskytovania digitdlneho plnenia. Navrh komplexne modernizuje zmluvné prévo, ato
vratane modernejSej Upravy zodpovednosti adigitdlnych aautomatizovanych sluzieb & upresiuje zdsahy do ochrany
osobnosti azakotvuje ochranu pred deepfake, manipuldciou obrazu aonline Gtokmi. Néavrh Obgianskeho zdkonnika sa
nachéddza vo féze vyhodnotenia pripomienkového konania.

So stkromnoprévnymi predpismi sdvisi aj schvdlenie nového zdkona ospotrebitelskych Gveroch, ktory o. i. zavddza
moderné posudzovanie bonity, prédvo onkologickych pacientov na zabudnutie, dpravu marketingovych pravidiel, postup
posudzovania schopnosti spotrebitela splacaf’ Gver & vyuZivanie automatizovanych rozhodovacich ndstrojov. Zékon
nadobida G&innost vdvoch fazach, ato 1. decembra 2025 a20. novembra 2026. .
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https://www.dataprotection.gov.sk/files/annual-reports/sprava-o-stave-ochrany-osobnych-udajov-2024.pdf
https://www.slov-lex.sk/elegislativa/legislativne-procesy/SK/LP/2025/306#error=login_required&state=959f0521-8260-414c-9f83-e48ac8159b52
https://www.slov-lex.sk/elegislativa/legislativne-procesy/SK/LP/2025/306#error=login_required&state=959f0521-8260-414c-9f83-e48ac8159b52
https://www.slov-lex.sk/elegislativa/legislativne-procesy/SK/LP/2025/306#error=login_required&state=959f0521-8260-414c-9f83-e48ac8159b52
https://www.slov-lex.sk/elegislativa/legislativne-procesy/SK/LP/2025/306#error=login_required&state=959f0521-8260-414c-9f83-e48ac8159b52
https://www.slov-lex.sk/elegislativa/legislativne-procesy/SK/LP/2025/593
https://www.slov-lex.sk/elegislativa/legislativne-procesy/SK/LP/2025/593
https://eur-lex.europa.eu/legal-content/EN-SK/TXT/?from=EN&uri=CELEX%3A32023R2854
https://www.slov-lex.sk/elegislativa/legislativne-procesy/SK/LP/2025/486
https://www.slov-lex.sk/ezbierky/pravne-predpisy/SK/ZZ/2025/312/20261120.html
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Znaény rozruch spdsobilo schvélenie zékona o poskytovani ddajov na G&el adresnejenergopomoci, ktory voktébri nahradil
zékon o adresnej_energopomoci dopliiany nariadeniami vlady,. Zékon sohladom na prévo MH SR ziskavat prakticky vietky
dostupné informécie o osobdch, ktoré tvoria spoloéni domdcnost, vyvolal otdzky vovztahu k siladu s GDPR aprdvnom na
ochranu stkromia.

Diia 15. oktébra nadobudla G&innost novela zdkona o archivoch a registratirach, ktord o. i. definuje transforméciu
registratirneho zéznamu, ustanovuje ako vlastnika néjdeného dokumentu §tat &i uréuje podmienky vyradovacieho konania.

Zaroven prebieha intenzivna praca na predpisoch zabezpedujicich kyberneticki ochranu vréznych oblastiach. Vo faze
rokovania NRSR je aktudlne novela zdkona o informaénych technoldgidch voverejnej_sprave. Diia 1. janudra 2026 uz
vstipil do G&innosti zdkon & 318/2025, ktory &iastoéne implementuje nariadenie &. 2024/2847 o horizontdlnych
poziadavkdach kybernetickej bezpeénosti pre produkty sdigitdlnymi prvkami (nariadenie CRA). Bezpeénostné opatrenia pre
siete, informaéné systémy aoperaéné technolégie upravila nové vyhldska Ndrodného bezpeénostného Gradu
&.227/20257. 7. obezpeénostnych opatreniach. NBU dalej publikoval aj vyhlasky voblasti priemyselnej bezpeénosti a o
bezpeénostnom projekte podnikatela & k hldseniam podla zdkona o kybernetickej bezpeénosti.

Slovenské legislativne prostredie viak vyrazne formovali aj Gnijné predpisy.

Najva&sou témou poslednych tyzdiov je nepochybne tzv. digitdlny omnibus, ktory obsahuje sibor zmien s ciefom
zjednodusit pravidld voblasti ,digitalnej legislativy”. Komisia navrhla aj samostatné zjednodusujice opatrenia, ktoré maji
zabezpedit' véasné vykondvanie povinnosti podla nariadenia oAl, tzv. Al digitélny omnibus. Navrh zahffia aj Gpravu
cookies nadvdzujicu na stiahnuty névrh ePrivacy nariadenia. Mnohi vnimaji ndvrh ako ohrozenie zlatého standardu
ochrany osobnych Gdajov vEU (napr. zizenie definicie osobnych tdajov &i stazenie uplatiiovania prév dotknutych oséb).
Sohladom na mnoZstvo kritiky, ktoré vyplynulo zodbornej diskusie méze prejst ndvrh este zna&nymi zmenami. V aktudlnej
podobe sa viak javi, Ze pdjde ojednu znajvyznamnejiich legislativnych zmien voblasti ochrany osobnych ddajov od
schvdlenia GDPR.

GDPR, konkrétne jej cezhrani¢né presadzovanie avybavovanie Ziadosti, by mali urychlif aj nové nariadenie, ktorym sa
stanovuji_dalie procesné pravidld tykajice sa presadzovania GDPR, ktoré prijala vnovembri Rada EU. Nariadenie
nadobudlo platnost 1. januédra 2026 a zadina sa uplatiiovaf 2. aprila 2027.

Dria 12. septembra 2025 nadobudlo G¢innost nariadenie o Gdajoch (Data Act), ktorého cielom je posilnit kontrolu
pouzivatelov nad ich Gdajmi vkontexte internetu veci (,loT”) apripojenych produktov asluZieb. Toto nariadenie vél. 37 ods.
2 priamo zveruje Cast kompetencii dozornym orgdnom podla GDPR, ktorym je predovietkym Urad ale aj Urad pre
reguldciu. Tdto skutoénost potvrdzuje aj névrh zdkona v MPK.

Okrem toho vjanuéri nadobudlo GCinnost nariadenie odigitdlnej_prevddzkovej_odolnosti (DORA) relevantné najmd vo
vztahu kIT infrastruktire finanénych subjektov.

Od 29. oktébra 2025 je Gcinny delegovany akt Komisie o pristupe k Gdajom podla nariadenia o digitdlnych sluzbdch
(DSA). Nové pravidld umoznia vyskumnikom pristup k ddajom velmi velkych online platforiem, aby mohli studovat z nich

vyplyvajici spoloéensky vplyv.

Diia 10. oktébra 2025 vstipilo do G&innosti nariadenie otransparentnosti acieleni politickej_reklamy, ktoré doplfia GDPR
voblasti reguldcie vyuZivania digitdlnych ndstrojov v politickej sfére vsnahe zabrénit netransparentnému ovplyviiovaniu
volicov poéas volebnych kampani prostrednictvom cielenej online politickej reklamy zahffiajice| spracovanie osobnych
ddajov.

Vo februdri vstipila do G&innosti prva &ast nariadenia o Al upravujica zdkladné povinnosti ako zdkazy uréitych postupov &i
povinnosti tykajice sa gramotnosti zamestnancov, na ktord nadviazala vauguste dalia &ast aj omodeloch na vieobecné
O&ely. Zostdvajica ¢ast nariadenia md ystipit do G&innosti diia 2. augusta 2026 (s vynimkou ¢&ldnku 6 (1) o pravidldch
klasifikécie vysokorizikovych systémov).
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https://www.slov-lex.sk/ezbierky/pravne-predpisy/SK/ZZ/2025/71/vyhlasene_znenie
https://www.slov-lex.sk/ezbierky/pravne-predpisy/SK/ZZ/2025/260/20251010
https://www.slov-lex.sk/ezbierky/pravne-predpisy/SK/ZZ/2025/358/vyhlasene_znenie
https://www.slov-lex.sk/ezbierky/pravne-predpisy/SK/ZZ/2025/241/20251015
https://www.slov-lex.sk/elegislativa/legislativne-procesy/SK/LP/2025/226
https://www.slov-lex.sk/ezbierky/pravne-predpisy/SK/ZZ/2025/318/20260101
https://www.slov-lex.sk/ezbierky/pravne-predpisy/SK/ZZ/2025/227/
https://www.nbu.gov.sk/novela-vyhlasky-o-personalnej-bezpecnosti-a-novela-vyhlasky-o-priemyselnej-bezpecnosti-a-o-bezpecnostnom-projekte-podnikatela/
https://www.slov-lex.sk/ezbierky/pravne-predpisy/SK/ZZ/2025/226/?ucinnost=01.09.2025
https://digital-strategy.ec.europa.eu/en/library/digital-omnibus-regulation-proposal
https://digital-strategy.ec.europa.eu/en/library/digital-omnibus-ai-regulation-proposal
https://eur-lex.europa.eu/legal-content/SK/TXT/?uri=OJ:L_202502518
https://eur-lex.europa.eu/legal-content/SK/TXT/?uri=OJ:L_202502518
https://eur-lex.europa.eu/eli/reg/2023/2854/oj/eng
https://www.eiopa.europa.eu/digital-operational-resilience-act-dora_en
https://digital-strategy.ec.europa.eu/en/library/delegated-act-data-access-under-digital-services-act-dsa
https://eur-lex.europa.eu/legal-content/EN-SK/TXT/?from=EN&uri=CELEX%3A32022R2065
https://eur-lex.europa.eu/legal-content/EN-SK/TXT/?from=EN&uri=CELEX%3A32022R2065
https://eur-lex.europa.eu/legal-content/sk/ALL/?uri=CELEX:32024R0900
https://eur-lex.europa.eu/legal-content/EN-SK/TXT/?from=SK&uri=CELEX%3A32024R1689
https://www.europarl.europa.eu/RegData/etudes/ATAG/2025/772906/EPRS_ATA(2025)772906_EN.pdf
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V novom roku mézeme o&akdvat aj daliie avizované predpisy, medzi ktoré patri:

1.ndvrh smernice o Al a algoritmickom riadeni na pracovisku, ktorého cielom je vyplnit regulaéné medzery a zabezpeéit
transparentnost’ pri pouZivani systémov algoritmického riadenia zo strany zamestndvatelov azavedenie konkrétnych
mechanizmov, napr. zdkazu spracivania Gdajov tykajicich sa emocionélneho stavu, stkromnych rozhovorov a volného
¢asu zamestnancov,

2.iniciativa na obnovenie pravidiel o uchovévani Gdajov na Gé&ely vymdhania prdva, ktoréd nadvézuje na myslienku
zruienej smernici o uchovdvani tdajov s cielom o.i. umoznif pristup OCTK ktelekomunika&nym ddtam,

3.ndvrh eurdpskych podnikatelskych pefiaZeniek na zjednoduienie vymeny Gdajov, ktory by mohol vyriesit viaceré
problémy prevéadzkovatelov sidentifikaciou dotknutych oséb vramci EU, kedZe verifikécia bude rovnocennd sosobne
vykonanymi prévnymi Gkonmi.

Ndvrh zédkona o ochrane osobnych ddajov

Urad na ochranu osobnych tdajov SR publikoval vsilade smarcovym zoznamom pripravovanych prévnych predpisov
névrh nového zdkona na ochranu osobnych ddajov, kitorého cielom md byt predovietkym odstrénenie aktudlnej
dvojkolajnosti prévnej dpravy. Pévodne mal byt G&inny uz od 1.janudra 2026, aktudlne sa viak ndvrh od 2. jila 2025
nachddza voféze pripomienkového konania bez uréeného terminu skonéenia. Hovori sa o Géinnosti od 1. jéla 2026, no je
otdzne, ako je této legislativna zmena naéasovand napriklad s digitdlnym omnibusom na Grovni EU.

Hlavnym pozitivom ndvrhu je odstrdnenie nepotrebnej azmétoénej druhej Easti existujiceho zdkona. Tym sa zdkon mé
vyrazne zjednodusit askrdtif asiasne sa tym odstrani stéle existujdca anesprévna prax odkazovania na paragrafové
znenie druhej Easti zdkona namiesto ¢ldnkov GDPR.

Zéroven sa viak objavili aj nové ustanovenia, pri ktorych je na mieste uvazovat o neprimeranej rigidnosti. Uvedené obavy
sa tykaju predovietkym zdsahu do prévneho zdkladu podla Elanku 6 ods. 1 pism. c) aods. 3 GDPR, podla ktorého je
spracivanie zdkonné, ak je spracovatelskd operécia nevyhnutnd na splnenie zékonnej povinnosti prevadzkovatela. Névrh
zdkona viak na rozdiel od GDPR nepovazuje za mozné, ale nevyhnutné, aby osobitné zdkony obsahovali vlastné
ustanovenia o spracivani osobnych Gdajov. Takito podmienku viak vécsina slovenskych zékonov nesplfia (napr. Zakonnik
prace, zdravotnicke predpisy, 3kolské zdkony, socidlna oblast). Zbytoénym désledkom by teda bolo, Ze hoci by
prevédzkovatel mal z&konnld povinnost spracivat osobné Udaje napr.naplnenie povinnosti zamestndvatela, musel by
aplikovat iny prévny zdklad ako plnenie zmluvy. Dotknuté osoby teda neziskaji vy3Siu ochranu, vznikne viak pravna
neistota a mnozstvo ¢asovych ajfinanénych ndkladov potrebnych na splnenie tejto administrativnej aformdlnej zmeny. Tito
namietku opakovali vrédmei pripomienkovacieho konania viaceré subjekty anie je jasné, ako sa s fiou Urad vysporiada.

Tretiu kategériu zmien tvoria bliZsie nevysvetlené Gpravy, ako napr. predizenie funkéného obdobia predsednicky z5 az na
7 rokov s moznostou opakovanej volby bez obmedzenia 2 funkénymi obdobiami. Vietky déleZité ndvrhy dprav sme pre Vas
zhrnuli vanalytickom blogu tu.

DalSia novela zékona o elektronickych komunikdcidch (,ZEK”)

Diia 12. novembra nadobudla G&innost vacsina ustanoveni zdkona novelizujiceho ZEK. Primarnym ciefom novely mali byt
Opravy suvisiace snariadenim EU & 2024/1309 o gigabajtovej infradtruktire, opdf viak dodlo aj kviacerym Gpravdm
tykajicich sa priameho marketingu, ato predovsetkym:

1.rozsirenie definicie priameho marketingu aj na marketingové formy zistovania a prieskumov ako analytické prieskumy &i
zisfovanie informdcii o preferenciéch (§ 116 (2)),

2.odstrdnenie moznosti ,navoldvania sthlasov” a indtitdtu ,,odvolania namietky” (§ 116 (4)),

3.zavedenie doby 1 roka od ukonéenia zmluvného vztahu s klientom, poéas ktorej md byt mozné pouZif vynimku
Vlastnych podobnych tovarov a sluzieb” (§ 116 (16)), ktord vyvoldva pochybnosti vo vzfahu ksiladu sePrivacy
smernicou.
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https://www.europarl.europa.eu/doceo/document/EMPL-PR-774283_EN.pdf
https://www.europarl.europa.eu/news/en/press-room/20251211IPR32175/meps-demand-new-measures-to-protect-against-algorithmic-management-at-work
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex:52025DC0349
https://digital-strategy.ec.europa.eu/en/news/commission-proposes-european-business-wallets-simplify-business-operations-and-enhance
https://digital-strategy.ec.europa.eu/en/news/commission-proposes-european-business-wallets-simplify-business-operations-and-enhance
https://www.slov-lex.sk/elegislativa/legislativne-procesy/SK/LP/2025/305#error=login_required&state=7051ab2a-f436-4d00-8bed-12c15b2cea84
https://www.slov-lex.sk/elegislativa/legislativne-procesy/SK/LP/2025/305#error=login_required&state=7051ab2a-f436-4d00-8bed-12c15b2cea84
https://dataprotection.gov.sk/sk/aktuality/pripravovane-nove-predpisy-oblasti-ochrany-osobnych-udajov.html
https://www.dagital.sk/blog/nove-predpisy-na-ochranu-osobnych-udajov-v-slovenskej-republike
https://www.slov-lex.sk/ezbierky/pravne-predpisy/SK/ZZ/2025/297/20251112
https://www.slov-lex.sk/ezbierky/pravne-predpisy/SK/ZZ/2025/297/20251112
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Vacsina Uprav je pozitivna, je viak zmeskanou prileZitosfou, Ze zpdvodného ndvrhu vypadlo odstranenie vynimky
pouzivania pred&islia +888 pri kontaktovani fyzickych oséb podnikatelov apravnickych oséb na zverejnené kontakiné
ddaje (navrhovany § 116 (12)).

Na rozporuplnost tejto vynimky sme upozornili uz vroku 2021 vanalytickom blogu tu. Blizsie vysvetlenie zmien este zfazy
pripomienkového konania ndjdete tu.

Ustanovenie § 116 ZEK podla nds stdle obsahuje asti, ktoré si vrozpore s GDPR austalenou praxou dozornych orgénov
podla GDPR. Dokonca aj so starsimirozhodnutiami Uradu na ochranu osobnych Gdajov. Najmé moznost marketingovo
oslovovat fyzické osoby podnikatelov na zverejnené &isla (navyse bez precislia +888) alebo kontaktovanie existujicich
zékaznikov aj po ukonéeni zmluvy snimi, o ePrivacy smernica nepredpokladd. Novela tak odstrénila &ast
problematickych ustanoveni, ale nie vietky a dalsie problematické zaviedla.

ROZHODNUTIA A CINNOST URADOV

Plan kontrol na rok 2025

Zaciatkom roka zverejnil Urad svoj pldn kontrol. Plén kontrol Uradu na rok 2025 reflektuje kombindciu dvoch hlavnych
okruhov:

1.tematickych kontrol vo verejnej sprave v sivislosti so schengenskymi a eurépskymi informaénymi systémami a
agentirami a

2.kontrol vybranych spracovatelskych &innosti v sdkromnom sektore, pri ktorych mozno predpokladat zvysené riziko
zdasahu do prév dotknutych oséb.

V prvej &asti sa Urad zameriava najmé na bezpe&né a zdkonné spracivanie osobnych Gdajov v systémoch vyuzivanych v
rémei schengenského acquis a eurépskej spoluprace (napr. N.SIS, N.VIS, Eurodac (automatizovany eurdpsky systém
identifikacie odtlackov prstov), Europol a colné informaéné systémy). V rdmci tejto Easti bolo plédnovanych 8 kontrol, pricom
kontrolované subjekty zahffiajd Ministerstvo zahraniénych veci aeurdpskych zdleZitosti SR, Ministerstvo vnitra SR,
Dopravny drad, Finanéné riaditelstvo SR a dal3ie relevantné orgény.

Druhd &ast plénu kontrol mala za ciel sa zamerat na vybrané spracovatelské &innosti v rezime GDPR, ktoré maji potencidl
vyznamne zasiahnut do prav dotknutych oséb, a to najm& z hladiska zdkonnosti spractvania, plnenia informaénych
povinnosti a bezpeénostnych opatreni. Konkrétne boli vplane kontrol spracivania osobnych ddajov dotknutych oséb v
postaveni

. zdkaznikov verejnych lekdarni;
. U&astnikov kurzov organizovanych autoskolami;
. 0sdb vstupujicich do restaurdcii, kaviarni a inych zariadeni monitorovanych kamerovym systémom.

V tejto asti Grad napldnoval 6 kontrol, konkrétne v oblasti spracivania osobnych ddajov zdkaznikov verejnych lekérni,
0astnikov kurzov v autodkoldch a oséb vstupujicich do prevadzok monitorovanych kamerovym systémom.

Prévoplatné rozhodnutia Uradu

Ani v roku 2025 Urad nezverejiioval svoju rozhodovaciu prax spésobom, ktory by umoziioval verejnosti systematicky a
uceleny pristup ku vietkym vydanym rozhodnutiam. Kym niektoré pripady sa objavia v médidch alebo vo verejnej diskusii,
znaénd &ast rozhodnuti zostéva mimo 3irdej dostupnosti.

Aj preto sme v priebehu roka vyuzili postupy podla zékona o slobodnom pristupe k informdacidm a ziskali sme rozhodnutia,
z ktorych nizsie uvadzame vyber a struéné zhrnutie. V pripadoch, kde sa rozhodnutia tykajd stkromnych spoloénosti, ich
obchodné mend neuvddzame.
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V porovnani s predchddzajicimi roénikmi sme tento rok pristipili k prehladnejSiemu tematickému ¢leneniu rozhodnuti podla
typu prevédzkovatela, kedZe sa ukdzalo, Ze mnohé otdzky ochrany osobnych Gdajov sa v praxi opakuji najma v rémci
konkrétnych sektorov. Zdroven plati, Ze rovnaky pravny problém méze mat odlidny kontext v zdvislosti od toho, &i ide o
obec, kolu, 3tatny orgdn alebo stkromni spoloénost.

Z tohto dévodu sme rozhodnutia za rok 2025 rozdelili do $tyroch kategérii:

1.Obce, mestd a kraje

2. Stétne orgdny, institicie aministerstva
3.Skoly a vzdeldvacie zariadenia
4.S6kromné (obchodné) spoloénosti

Takéto rozdelenie povazujeme za praktické najmé preto, Ze umoziiuje Citatelom rychlejsie identifikovat rozhodnutia
relevantné pre ich vlastné prostredie a zdroven lepsie vnimat, ktoré typové pochybenia alebo interpretaéné otdzky sa v
jednotlivych sektoroch opakuju.

Zéroven plati, ze vzhladom na celkovy poéet 511 pokit je objektivne neredlne spracovaft vietky rozhodnutia do tejto
sprdvy. Preto v kaZdej kategérii uvddzame najma tie pripady, ktoré si z pohladu praxe najvyznamnejsie, &i uz z dévodu
vysky uloZenej pokuty, alebo preto, Ze prind3aji zaujimavy prévny alebo skutkovy zdver pouzitelny aj pre inych
prevadzkovatelov.

ROZHODNUTIA A CINNOST URADOV

OBCE, MESTA a KRAJE

Hlavné mesto SR Bratislava zverejnilo na svojom
webovom sidle viacero zmlGv (vrdtane dodatkov a
splnomocneni) tak, Ze obsahovali osobné Gdaje
dotknutych oséb, ktoré mali byt anonymizované, no
zverejnené boli v &itatelnej podobe. 13lo najmé o Gdaje
ako ddtum narodenia, rodné &islo, &islo obcianskeho
preukazu, Stétne obcianstvo a dalsie Gdaje uvedené v
dokumentoch. Urad konstatoval poruienie &l. é ods. 1
GDPR, kedZe pri zverejneni tychto Udajov chybal
pravny zdklad (zverejnenie rodného ¢&isla a dalsich
identifikdtorov ide nad rdmec zdkonnej povinnosti
1. Hlavné mesto SR Bratislava zverejiiovania). Urad ulozil mestu pokuty 3 000 eur a 3 000 eur
zéroved nariadil prijaf ndpravné opatrenia, aby sa
podobné ddaje v zverejiovanych dokumentoch uz
nevyskytovali.

Poucenie: Povinné zverejiiovanie zmliv neznamend
automatické  oprévnenie  zverejnif aj ,citlivé
identifikatory” ako rodné ¢islo alebo ¢&islo dokladu
totoZnosti. Aj pri zdkonnej povinnosti  musi
prevadzkovatel stréZif rozsah zverejnenych Gdajov a
nastavif proces anonymizdcie tak, aby chyba nebola
len otdzkou ,pozornosti konkrétneho zamestnanca”.
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Hlavné mesto SR Bratislava zverejfiovalo na oficidlnom
profile socidlnej siete Facebook (profil ,Mestska policia
Bratislava”)  videozdznamy zo sluZobnej &innosti
mestskej policie, na ktorych boli zachytené a
zaznamenané osobné Udaje dotknutych oséb (najma
podoby ob&anov pritomnych pri vykone sluzby). Urad
dospel k zdveru, Ze prevddzkovatel na toto
zverejiiovanie nemal pravny zdklad, ¢&im porusil €&l. 6
ods. 1 GDPR. Za porudenie ulozil pokutu vo vyske 2
500 EUR a zdroven nariadil bezodkladne odstrdnif
alebo anonymizovat zverejnené osobné Udaje a prijaf
opatrenia, aby k zverejiovaniu bez prévneho zdkladu v
budicnosti nedochédzalo.

2. Hlavné mesto SR Bratislava 2 500 eur

Poucenie: Organy verejnej moci nemdzu stavaf
zverejiiovanie videozdznamov zo zdsahov mestskej
policie na oprdvnenom zd&ujme ani na ,domnelom”
sthlase. Pri publikovani zdsahov na socidlnych siefach je
potrebné velmi strikine posidit pravny zaklad a v praxi
raddej vychadzat z toho, Ze zverejnenie je spravidla
nepripusiné bez jasného zdkonného opravnenia a
redlnej anonymizacie.

Mesto Kosice zverejnilo v CRZ viaceré zmluvy tak, Ze
osobné Gdaje dotknutych osdb sice neboli ,viditelné” na
prvy pohlad, aviak po jednoduchej operécii (napr.
skopirovanim textu zo zverejneného PDF do Wordu) sa
stali volne é&itatelné. ISlo najmé o ddaje ako détum
narodenia, 3$tdtne obcianstvo, &islo  obcianskeho
preukazu a rodné &slo. Urad konstatoval porusenie &.
32 ods. 1 GDPR, kedZe prevdadzkovatel neprijal
primerané technické opatrenia na zabezpecenie trvalej
dévernosti osobnych Gdajov pri povinnom zverejfiovani
dokumentov. Urad ulozil mestu ndpravné opatrenia 1 500 eur
(zabezpeéit redlnu anonymizéciv a preskolif osobu
zodpovedni za zverejiiovanie do CRZ).

Mesto uviedlo, Ze islo o ludské pochybenie pri
anonymizdcii a Ze uz v minulosti zaznamenalo podobny
problém ako bezpeénostny incident. Tvrdilo, Ze
opravené zmluvy CRZ nevymenilo z dévodu technickych
a procesnych limitov na strane registra (mesto nie je
jeho prevddzkovatelom) a napriek snahe situdciu
nevedelo Oplne vyriesif bez si&innosti CRZ. Zdroven
deklarovalo prijatie persondlnych aj organizaénych
opatreni a priebezni népravu.

3. Kosice
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Kosicky samosprévny kraj (KSK) zverejnil v Centralnom
registri zmldv viacero dokumentov, pri ktorych sa po
néslednej Uprave (napr. skopirovanim textu z PDF do
Wordu) stali osobné Gdaje dotknutych oséb volne
Citatelné, a to najmé datum narodenia a rodné é&islo.
Urad konstatoval poruenie &l. 32 ods. 1 GDPR, kedze
prevadzkovatel neprijal primerané technické opatrenia
na zabezpeéenie trvalej dévernosti osobnych Gdajov pri
povinnom zverejiiovani zmldv. Urad zdroveri ulozil KSK
ndpravné opatrenia (zabezpelit, aby Udaje v CRZ
neboli ditatelné a preskolit osoby zodpovedné za
zverejiovanie).

KSK uviedol, Ze i3lo o pochybenie byvalych
zamestnancov (zlyhanie fudského faktora), pricom mé
zavedené interné pravidlé a prebieha pravidelné
Skolenie, a zdroveri deklaroval, Ze dotknuté Gdaje boli z
dokumentov odstranené/vymazané.

4. Kosicky samospravny kraj 1 500 eur

Pouéenie: Nestaéi ,anonymizovat” iba vizudlne - treba
myslief aj na to, aby osobné uUdaje neboli spdtne
ziskatelné jednoduchou operdciou (kopirovanie textu,
konverzia PDF, OCR). Pri CRZ je potrebné nastavif
kontrolu formatu a funkénd anonymizdciu, nie len
manvudlne prefarbenie/prekrytie.

Mesto PreSov zverejnilo nd&jomné zmluvy v CRZ, v
ktorych boli volne Ccitatelné osobné Gdaje dotknutych
osdb, konkrétne détum narodenia a rodné é&islo {t. j.
neboli anonymizované).

Konkrétne iSlo o minimdlne tri zmluvy o ndjme byty,
ktoré boli zverejnené spdsobom umoziiujicim pristup k
tymto Gdajom verejnosti. Urad konstatoval porusenie ¢&l.
6 ods. 1 GDPR a =zdroveii porusenie zdkazu
zverejiiovania rodného &isla podla § 78 ods. 4 zdkona
¢. 18/2018 Z. z., kedZe zverejnenie rodnych ¢isel
nemalo prévny zdklad. Urad ulozil mestu opatrenia na
ndpravu (nastavenie procesu anonymizdcie a 3kolenie
osoby zodpovednej za zverejiiovanie).

5. Mesto Presov 1 500 eur

Poucenie: Anonymizdcia musi byf nastavend systémovo
a kontrolovana este pred zverejnenim.
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Takmer v3etky zistené poruSenia povinnosti zo strany
obci a miest sa tykali zverejiovania ddajov v
Centrélnom registri zmlov (CRZ). 300 eur (152)
NajéastejSou pri¢inou porudeni nebolo Umyselné | 500 eur (160)
konanie, ale zlyhanie pri technickom spracovani | 600 eur (1)
dokumentov pred ich zverejnenim, konkrétne pri ich | 700 eur (22)
konvertovani do elekironickej podoby uréenej na | 900 eur (1)
publikovanie v CRZ. V praxi opakovane dochéddzalo k | 1000 eur (25)
situdcidm, ked  zamestnanci samosprdv povaZovali 1 500 eur (6)
osobné Udaje za anonymizované, aviak v désledku 2 500 eur (1)
nespravneho postupu pri konverzii (napr. prekrytie textu 3000 eur (1
bez jeho odstrénenia, nespravna préca s PDF formdtmi)
doslo k ich naslednému odanonymizovaniu a verejnému
spristupneniu.

6. Takmer vietky rozhodnutia
boli o poruseni &l. 32 ods. 1 a
él. 6 ods. 1

STATNE ORGANY, INSTITUCIE A MINISTERSTVA

Poisfoviia spracivala osobné daje pri dorucovani
postovej zdsielky, priom doslo k situécii, Ze zdsielka
obsahujica osobné Gdaje nebola doruéend spdsobom,
ktory by zabezpeéoval primeranid ochranu Gdajov
(napr.  pred  neoprdvnenym  pristupom  alebo
spristupnenim). Urad vyhodnotil postup pri doruéovani
ako nedostatoéne zabezpe&eny z pohladu ochrany
osobnych Gdajov. Urad konstatoval poruenie najmé
povinnosti v oblasti bezpeénosti spracivania (&l. 32
GDPR) a  zdroved  vytkol aj  zodpovednost
prevédzkovatela za preukdzanie siladu.

1. Socidélna poistoviia 50 000 eur

Pouéenie: Aj “beiné” administrativne Gkony (ako
doruéovanie posty) mézu predstavovat vysoké riziko -
ak zasielka obsahuje osobné udaje, prevadzkovatel
musi maf nastaveny taky rezim doruéovania a kontroly,
aby vedel preukazaf, Ze Udaje sa nedostant k
neopravnenej osobe.
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Urad sa zaoberal pripadom zverejnenia dokumentu na
webovom sidle MK SR, konkrétne v casti verejne
dostupnych dokumentov, kde bol zverejneny Excelovy
sibor obsahujici zoznam firiem s vlastnickymi a inymi
prepojeniami na Ruskd federdciu. Uvedeny dokument
obsahoval osobné uUdaje fyzickych oséb v rozsahu
meno, priezvisko, adresa trvalého pobytu a $tatna
prisludnost.

Dokument bol na webovom sidle ministerstva verejne
dostupny bez akychkolvek pristupovych obmedzeni, a to
dlhodobo, pricom sa tykal priblizne 2 400 dotknutych
2. Ministerstvo Kultory oséb. 10 000 eur
Urad dospel k zdveru, ze prevadzkovatel zverejiioval
osobné Gdaje bez splnenia podmienok zdkonnosti
spractvania podla GDPR, &im do3lo k poruseniu zdsad
zékonnosti, transparentnosti a minimalizécie osobnych
ddajov.

Rozhodnutie poukazuje na potrebu, aby orgdny verejnej
moci pri zverejiiovani dokumentov na svojich webovych
sidlach désledne posudzovali rozsah zverejfiovanych
ddajov a uplatiiovali zasadu minimalizécie, najmé ak
ide o dokumenty spristupfiované 3irokej verejnosti bez
Casového alebo technického obmedzenia.

Urad ulozil sankciu povinnej osobe — Ustrediu préce,
socidlnych veci a rodiny — za porusenie povinnosti pri
zverejiiovani dokumentov v Centrdlnom registri zmldv
(CRZ). V rémci kontroly bolo zistené, ze UPSVaR
dlhodobo a systematicky zverejiioval v CRZ dohody,
dodatky a zmluvy obsahujice osobné Gdaje fyzickych
osdb, najmd meno a priezvisko, adresu trvalého pobytu,
détum narodenia, rodné Cislo, 3tdtnu prislusnost, &islo
bankového Gétu (IBAN) a e-mailovi adresu.

Porusenie sa tykalo priblizne 70  zverejnenych
dokumentov (najm& dohdd o poskytnuti finanénych
prispevkov), pri¢om osobné ddaje boli spristupnené
neobmedzenému okruhu oséb. Urad konstatoval, e
dokumenty  neboli  anonymizované v  rozsahu
vyzadovanom prdvnymi predpismi a zédsadami ochrany
osobnych Udajov. K poruseniam dochédzalo napried
viacerymi Uradmi prace v rémci Slovenskej republiky, ¢o
svedi o systémovom zlyhani pri zabezpeéeni ochrany
osobnych Gdajov pri plneni zdkonnej povinnosti
zverejiiovania zmldv v CRZ.

3. UPSVaR 6 500 eur
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Urad rozhodol o poruseni zdsady zdkonnosti pri
spractvani osobnych Gdajov zo strany Ministerstva vnitra
Slovenskej republiky ako prevédzkovatela informaénych
systémov Policajného zboru. Porusenie spoéivalo v
spraclvani biometrickych Odajov a genetickych Gdajov
fyzickej osoby bez existencie platného prévneho zdkladu
podla osobitného predpisu.

Policajny zbor odobral dotknutej osobe v trestnom konani
daktyloskopické odtlacky prstov a dlani, ako aj biologicky
materidl na 0O&ely analyzy DNA. Tieto Udaje nésledne
spractval v informaénych systémoch Policajného zboru,
konkrétne v systéme AFIS (automatizovany systém
daktyloskopickej identifikdcie oséb) a v systéme CODIS
(ndrodnd  databdza profilov. DNA).  Zéroved bol
biologicky materiél uchovavany Kriminalistickym a
expertiznym Gstavom Policajného zboru.

Urad konstatoval, ze spracivanie tychto osobnych ddajov
nebolo kryté zdkonnym préavnym zdkladom a bolo
vykondvané v rozpore so zdésadou zdkonnosti a so
z&konnymi podmienkami spracivania osobnych ddajov
orgdnmi &innymi v trestnom konani. Ide o osobitne citlivé
Odaje, ktorych spracivanie podlieha prisnym zdkonnym
podmienkam.

Ako népravné opatrenie Urad ulozZil Ministerstvu vnitra SR
povinnost vymazat' daktyloskopické Gdaje a profil DNA
dotknutej osoby z informaénych systémov Policajného
zboru a zdroven zabezpedit likviddciu biologického
materidlu, z ktorého bol profil DNA vytvoreny.

4. Ministerstvo vnitra 2 900 eur

Urad konstatoval porusenie zdsady transparentnosti a
informacnej povinnosti zo strany Finanénej sprévy SR ako
prevadzkovatela informaéného systému CIS, v ktorom sa
spracivajl  osobné Udaje na Gcely predchddzania,
vySetrovania a odhalovania trestnej ¢innosti. Porusenie sa
tykalo obdobia, v ktorom dotknutym osobém neboli pri
5. Krimindlny Grad finanénej ziskavani ich osobnych GOdajov poskytnuté dostatocng,
spravy jasné a Uplné informdcie o spracivani ich ddajov.

Urad zistil, Ze prevadzkovatel v rozhodnom obdobi
neposkytoval dotknutym osobdm informécie v rozsahu
pozadovanom pravnymi predpismi, najmd pokial ide o
O&ely spracivania, prévny zdklad, kategérie prijemcov a
dobu uchovdvania osobnych ddajov.

2 500 eur
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Informdcie spristupnené prostrednictvom webového sidla
neboli povaZované za postalujice, kedZe neboli Uplné,
aktudlne a neposkytovali dotknutym osobém jasny prehlad o
ich prévach a o podmienkach spracivania ddajov. Zdroveri
bolo poukdzané na to, ze informdcie o dobe uchovdvania
osobnych ddajov musia byt presné a v silade s platnou
pravnou Gpravou, pricom ich vieobecné alebo nesprdvne
vymedzenie nie je postadujice.

SKOLY

V hodnotenom obdobi boli $koldém uloZzené sankcie najmé
za poruenia povinnosti pri spracivani osobnych Gdajov.
Prevaznd vaé&sina zistenych poruseni sa tykala opatovného
zverejfiovania osobnych Udajov v CRZ, a to v rozsahu
1.Z5,Z8 s MS, V§ presahujicom zdkonné poziadavky. 500 eur - 1 000 eur

Daldou &astou oblastou porusenia bolo zverejiiovanie
fotografii deti bez preukdzatelného sthlasu zdkonnych
zdstupcov.

SUKROMNE SPOLOCNOSTI

V désledku incidentu doslo k spristupneniu osobnych Gdajov
uloZzenych v databdze aplikécie neoprdvnenym osobdm,
pricom incident sa dotkol priblizne 8 000 az 10 000
klientov.

Urad zistil, Ze incident bol spdsobeny nedostato&nymi
technickymi a organizaénymi opatreniami, najma v oblasti
zabezpeéenia  dostupnosti,  integrity a  odolnosti
informaénych systémov. Prevadzkovatel nevedel preukézaf,
Ze prijal primerané bezpeé&nostné opatrenia zodpovedajice
rizikdm spractvania, a to napriek tomu, Ze spracival
osobné Gdaje tisicov pouzivatelov v rdmci komerénej online
sluzby.

Urad zdrover zdéraznil, Ze ani mensi alebo stredny
prevadzkovatel nie je oslobodeny od povinnosti aktivne
riadit bezpeénostné rizikd pri spracivani osobnych Gdajov a
zabezpedit' primerany Groveri ochrany Gdajov v silade s
¢lankom 32 GDPR.

1. Fakturaény portal 7 500 eur
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pravne konanie bolo zaéaté na zdklade podnetu, v ktorom
poddvatel namietal, Ze e-shop uchovéva osobné Gdaje
zdkaznikov 20 rokov od uskutoénenia ndkupu. Siééastou
podania bola aj ndmietka tykajica sa cookies, ktord bola
postipend prisluinému orgdnu.

Urad zistil, e prevéadzkovatel neposkytoval informécie o
spractvani osobnych ddajov jasne a samostatne, ale iba
ako so&ast obchodnych podmienok, & nespliia
poziadavky fransparentnosti podla GDPR. Zdroveh
zdbraznil, Ze G&tovné povinnosti neodévodiuji pauddlne
uchovévanie vietkych osobnych Gdajov po dobu 20 rokov.
Prevédzkovatel  opakovane neposkytol  pozadovand
so&innosf, za ¢o mu boli v minulosti uloZzené poriadkové

pokuty.

2. Webovy portdl s nabytkom 5000 eur

Urad ulozil pokutu sikromnej spoloénosti za porusenie
zdsady zdkonnosti spracivania osobnych ddajov, ked bez
pravneho zdkladu spristupnila osobné a mzdové Gdaje 69
zamestnancov odborovej organizdcii pdsobiace| u iného
zamestndvatela.

Spristupnené boli Udaje v rozsahu meno, priezvisko,
osobné &islo a vyska mzdy za obdobie rokov 2021 a
2022. Prevédzkovatel nepreukdzal existenciu Ziadneho
pravneho zdkladu podla ¢&l. 6 ods. 1 GDPR, ktory by
takéto spracivanie umoziioval.

Urad zdrovefi uviedol, Ze odbory s oprévnené vykondvat
kontrolnd Cinnost a zamestndvatel je povinny poskytndt im
Odaje o zamestnancoch v rozsahu nevyhnutnom na
splnenie tohto G&elu. Poskytovanie ddajov na tento el
mdze byt zdkonné na zdklade prdavnej povinnosti podla
Zkonnika préce. Zamestnévatel je viak povinny
minimalizovat rozsah poskytovanych Gdajov a zabezpecif,
aby zodpovedali Géelu spracivania.

V posudzovanom pripade Urad konstatoval, Ze namiesto
agregovanych alebo  anonymizovanych Gdajov o
priemernych  mzddch boli  odborovej organizdcii
spristupnené  konkrétne mzdové Gdaje jednotlivych
zamestnancov, &im doslo k neoprévnenému zdsahu do ich
prav.

3. Sokromna spoloénost 4 500 eur
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V rozhodovacej &innosti Gradu v sledovanom obdobi zdrover: vyrazne dominovali konania vedené voci obciam a mestém, ktoré
tvorili podstatnd &ast’ sankénej agendy. Ukladané pokuty sa v tychto pripadoch pohybovali prevazne v niZsich finanénych
pdsmach, najéastejsie vo vyske 300 eur (152 pripadov) a 500 eur (160 pripadov). Menej Casto boli ukladané pokuty vo vyske
700 eur (22 pripadov) a 1 000 eur (25 pripadov), pri¢om vy3sie sankcie sa vyskytovali len ojedinele — 1 500 eur (6 pripadov), 2
500 eur (1 pripad) a 3 000 eur (1 pripad). V jednotlivych pripadoch boli uloZené aj pokuty vo vyske 600 eur (1 pripad) a 900
eur (1 pripad). Podotykame, Ze hodnotime len pokuty z prévoplatnych rozhodnuti, ktoré ném boli poskytnuté.

Celkové sohrnné vyska tychto 511 pokdt predstavuje 442 tisic eur, &o objektivne predstavuje najvy3si roény vyber pokit Uradu za
poslednych desat rokov. No na druhej strane priemernd pokuta Uradu za rok 2025 vo vyske 865 eur je najniZiia za poslednych
10 rokov ateda niZsia ako posledné 4 roky pred GDPR.

2025 A 60 A 3,6 miliéna eur A 442 tisic eur A 511 WV 865 eur

1,9 miliéna eur
2024 40 neskdr navyseny na 83 tisic eur 37 2 243 eur
2,9 miliéna eur

2023 43 2 miliény eur 94 tisic eur 46 2 048 eur
2022 44 1,8 miliéna eur 61 tisic eur 52 1166 eur
2021 45 1,7 miliéna eur 110 tisic eur 53 2 092 eur
2020 50 1,9 miliéna eur 103 tisic eur 54 1913 eur
2019 50 1,7 miliéna eur 75 tisic eur [2] 9 8 367 eur

2018 42 1,1 miliéna eur 132 tisic eur [3] 38 3 489 eur
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2017 40 1,2 miliéna eur 27 tisic eur 20 1 390 eur
2016 36 1 milién eur 83 tisic eur 36 2 132 eur
2015 37 0,9 miliéna eur 74 tisic eur 28 2 677 eur

Takisto je zaujimavé porovnat tieto Gdaje so Statistikami Eeského Gradu:

2024 103 7,6 miliéna eur 293 tisic eur 31 9 459 eur
2023 106 7,6 miliéna eur 146 tisic eur 23 6 350 eur
2022 108 6,3 milidna eur 33 tisic eur 30 1 100 eur
2021 105 7,1 miliéna eur 148 tisic eur 40 3 700 eur
2020 105 7,2 miliéna eur n/a n/a n/a
2019 103 7 miliénov eur n/a n/a n/a

Z pohladu statistik je rok 2025 zaujimavy najma tym, Ze Urad pokragoval v trende posilfiovania svojich kapacit — a to persondlne
aj finanéne. Jeho rozpoet stipol na rekordnych 3,6 miliéna eur, &o sa prejavilo na rekordnom pocte zamestnancov.

Pri persondlnych zmenéch je potrebné spomenif, Ze na poste predsedu odboru spravnych konani po dlhych rokoch skonéil
Juraj_Mi¢ura. Za predsedu Uradu ho vroku 2022 vybrala vidda Eduarda Hegera, no jeho volba napokon neprela
parlamentom. Prave persondlna pod-dimenzovanost apretaZenie tohto kléového odboru (ktory udeluje pokuty) bola
vminulosti sklofiovand sorganizaénymi problémami Uradu. Dévody tejto déleZitej persondlnej zmeny nie si jasné.
Vsituécii, kedy panuje nedostatok odborného personélu vtejto oblasti, na ktori sa stazuji klienti, ale aj orgény verejnej
moci, hrozi, Ze skiseny persondl je bude nahrédzany fudmi, ktori nemajo vtejto oblasti histériu askisenost. Persondlne
zmeny na vedicich pozicidch klcovych odborov nie st podla nds dobrym signdlom.
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Paradoxom viak je, Ze napriek tomu, Ze v roku 2025 stipol nielen pocet zamestnancov a rozpodet, ale aj celkovd suma
uloZenych pokdt a celkovd vyzbierand suma pokdt, priemernd vyska pokuty medziroéne klesla.

Dévod je pomerne prozaicky: kym v predchddzajicom roku Urad ulozil spolu priblizne 48 pokdt, v roku 2025 ich ulozil uz
takmer 500.

Inymi slovami — Urad sa zjavne posunul od menieho poctu individudlne ,fazkych” pripadov k modelu masivnejsieho postihovania
vo va&Som objeme, o sice zvy3uje Statisticky pocet sankcii, ale zdroved rozrieduje priemernd vysku pokuty.

Tento trend méze mat'v praxi dva protichodné efekty. Na jednej strane je vy33i pocet sankcii signdlom, Ze Urad chee byt aktivnejsi
a viditelnej$i. Na druhej strane viak z pohladu prevadzkovatelov nie je smerodajné len to, kolko pokit sa ,urobi do 3tatistiky”, ale
najmd fo, & rozhodnutia prind3aji konzisteniné pravidld, predvidatelné zdvdzné zdvery a systematickd metodickd innost. A
préve tdto Cast z pohladu trhu stdle zaostéva.

Dalsia ¢innost Uradu

Popri kontrolnej a rozhodovacej ¢innosti sa Urad v roku 2025 venoval aj viacerym aktivitdm v oblasti metodického usmerfiovania,
osvety a verejnej komunikécie, ktoré reagovali na aktudlne technologické a spoloéenské vyzvy v oblasti ochrany sikromia.

V decembri 2025 Urad verejne upozornil na pretrvavaiici prenos osobnych Gdajov pouzivatelov platformy TikTok do tretich
krajin, vrétane Ciny. Upozornenie nadvizovalo na cezhraniéné vysetrovanie vedené irskym dozornym orgdnom (DPC), ktoré
dospelo k zaveru, Ze prenos osobnych ddajov z EHP do Ciny je v rozpore s GDPR a md byf ukonceny.

Urad zdéraznil riziké spojené s prenosom osobnych tdajov do krajin bez rovnocennej trovne ochrany a apeloval na
pouzivatelov, aby venovali zvySend pozornost nastaveniam sikromia. Osobitne upozornil aj verejné institicie na potrebu
zodpovedného posidenia pouZivania fejto platformy z pohladu ochrany osobnych ddajov.

Osvetovd a vysvetlujica &innost — rozhovor predsednicky, Uradu

V priebehu roka Urad posilnil aj svoju osvetovi Glohu, &o ilustrue rozsiahly verejny rozhovor predsednicky Uradu, zamerany na
praktické otézky ochrany osobnych ddajov. Urad v fiom vysvetfoval zdkladné pojmy (¢o je osobny udaij, kioré ddaje si
najrizikoveisie), najcastejsie pochybenia v praxi (zverejfiovanie rodnych Cisel, nedostatoéné bezpeénostné opatrenia, kamerové
systémy, marketing) a upozoriioval na rastice rizikd spojené s vyuzivanim umelej inteligencie, biometrickych technolégii a
deepfake obsahu.

Zaroved Urad zddraznil vyznam prév dotknutych osdb, moznosti obrany pri podozreni na porusenie ochrany osobnych Gdajov a
potrebu systematického pristupu prevédzkovatelov k ochrane sikromia ako siéasti ich déveryhodnosti a reputdcie.

Hoci Urad v roku 2025 zvy3il viditelnost svojej osvetovej a komunikaénej &innosti, jej prakticky prinos pre
prevadzkovatelov zostdva limitovany. Verejné upozornenia a medidlne vystupy sice pomenivaji rizikd, no len zriedkavo
prind3ajo konkrétne metodické usmernenia, ktoré by umoznili predvidatelné a jednotné nastavenie praxe. Prave v fejto
oblasti mé& Urad stéle vyrazny priestor na zlep3enie.

Cinnost Uradu pre reguléciu v zmysle nového ZEK

Aj v roku 2025 sme sa v rdmci nasej analytickej &innosti zamerali na preskdmanie stavu konani a rozhodovacej praxe
Uradu pre reguléciu elektronickych komunikdcii a postovych sluzieb (,Urad pre reguléciv”) v nadvéznosti na zdkon o
elektronickych komunikdciéch (,ZEK”), so zvldstnym dérazom na oblast ochrany sikromia a osobnych Gdajov.
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Pozornost sme venovali najmé ustanoveniam § 109 ZEK (cookies a podobné technolégie) a § 116 ZEK (nevyziadand
komunikécia a priamy marketing), ktoré dlhodobo predstavuji najexponovanejsie casti ZEK z pohladu kontrolnej a
sankénej &innosti Uradu.

Na zdklade informécii spristupnenych podla zdkona o slobodnom pristupe k informécidm st k roku 2025 k dispozicii
nasledujice ddaje:

5 sprévnych
§(”] ng?ds';)s 8 konani + 3 75 1 147 eur 86 050
g kontroly eur
12 sprévnych
("mjflje]f'?l ) 416 konani + 62 22 7 022 eur 152 5rOO
" kontrol U

Vrdmci rozhodnuti tykajicich sa porusenia § 109 Urad na reguldciu skdmal cookies aich nasadenie na webstrankach,
pri¢om najcastejSie poruenia predstavovali opdt, ako kazdoroéne ukladanie cookies bez sthlasu, neumoznenie odmietnuf
vietky cookies rovnako jednoducho ako ich prijat, vopred zaskrtnuté iné ako nevyhnutné cookies a pod.

Na 6&ely tejto spravy a pre porovnanie oboch Gradov, sme — obdobne ako pri Urade, zhromazdili a vyhodnotili zékladné
$tatistické Udaje o &innosti Uradu pre reguléciu, ktoré sa tykaji jeho persondlnych kapacit, rozpoétu a sankénej &innosti v
oblasti ochrany stkromia a osobnych ddajov podla zdkona o elektronickych komunikdciéeh.

Rozhodnutia tykajice sa nevyZiadanej komunikécie

V nasledujicej tabulke sme spracovali prévoplatné rozhodnutia Uradu pre reguldciu, ktoré boli zhladiska pokit o nieco
pestrejsie.

Urad na reguléciv vykonal kontrolu poistovne na
zdklade podnetu poistenca, ktory namietal nevyZiadand
e-mailovi komunikdciv a pozadoval, aby ho poistoviia
dalej nekontaktovala. Kontrola sa zamerala na tzv.
.welcome pack”, teda sériv siedmich e-mailov
zasielanych novym poistencom, ktorych obsahom bola
prezentdcia benefitov, mobilnej aplikacie a dalsich
sluzieb poistovne.

1. Poistfoviia 75 000 eur
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Urad dospel k zdveru, e ide o e-mailovy priamy
marketing, ktory bol zasielany bez splnenia zdkonnych
podmienok. Porusenie sa tykalo celkovo 24 313
dotknutych oséb. Poistoviia podla dradu nepreukézala
existenciu  platného  sthlasu  so  zasielanim
marketingovych e-mailov (§ 116 ods. 3 ZEK) a zdroveri
neumoznila jednoduché a bezplatné odmietnutie dal3ej
komunikécie (opt-out) v silade s § 116 ods. 15 ZEK.

V rozkladovom konani poistoviia argumentovala, Ze ide
o servisné informécie vo verejnom zdujme, nie o
marketingovd  komunikéciu, a odkazovala aj na
usmernenia EDPB a britského ICO. Urad viak tito
argumentéciv  neakceptoval a  zdéraznil,  Ze
komunikécia propagujica benefity alebo sluzby mé
povahu priameho marketingu, a to bez ohladu na jej
oznadenie ako ,welcome” alebo ,onboarding”.

Poucenie:

+Welcome pack” a onboardingova komunikécia nie so
automaticky povaZované za servisné spravy. Ak e-mail
propaguje benefity alebo sluzby, ide o priamy
marketing, ktory vyZzaduje platny pravny zéklad. Aj pri
uplatneni vynimky pre ,vlasiné podobné sluzby” musi
maf prijemca pri kaZdej sprave moznost jednoduchého
a bezplatného odhlésenia.

Urad na reguldciu vykonal kontrolu telekomunika&ného
operdtora v slvislosti so zasielanim marketingovych e-
mailov  0Castnikom  elektronickych  komunikaénych
sluzieb. Operdtor zasielal marketingové sprdvy celkovo
16 842 osobédm, aviak v jednotlivych e-mailoch
neposkytol moZnost jednoducho a bezplatne odmietnuf
dal3iu marketingovi komunikdciu.

Urad zistil poruienie § 116 ods. 15 zdkona o
2. Telekomunikaény operdtor elektronickych komunikéciach, kedZe v marketingovych 50 000 eur
e-mailoch chybal priame dostupny opt-out mechanizmus
(napr. odhlasovaci link typu ,unsubscribe”).

Poucenie:

Opt-out musi byt ,jednoduchy” a priamo dostupny v
kazdej marketingovej sprave. Odkaz na call centrum
alebo vieobecni e-mailovi adresu nie je postadujici, a
to ani v pripade nizkeho poétu staznosti.
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Urad na reguldciu zaéal konanie z vlastného podnetu
na zéklade viacerych ozndmeni ob&anov podanych
prostrednictvom platformy na hldsenie nevyziadanych
volani.  Predmetom  kontroly  bol  telemarketing
poisfovacich produktov realizovany telefonicky.

Urad zistil, ze prevédzkovatel vykonal marketingové
volanie osobe, ktord mala telefénne ¢&islo Gcinne
zaregistrované v zozname ,nekontaktovat” (DNC
register), a to napriek tomu, Ze registrcia bola platnd
vzod 1.7.2023.

Zéaroved bolo preukdzané, Ze telemarketingové volania
neboli realizované z &isla s vyhradenym prefixom
(0)888, ale z bezného telefénneho &isla.

Subjekt namietal, Ze volania boli uskutoénené na
3. Telemarketingovy subjekt / | zdklade vynimky z predchddzajiceho sohlasu, kedze
agent dotknutd osoba mala vziah k telekomunikaénému
operdtorovi a marketingovy sohlas. Urad viak tito
argumentdciu odmietol s tym, Ze poistovacie produkty
nemozno povazoval za ,podobné sluzby” k
telekomunikaénym  sluzbdm, a vynimku marketingu
vlastnych  podobnych = sluzieb tak nie je mozné
automaticky uplatnit.

8 000 eur

Poucenie:

Telemarketing nemoino vykonavaf voéi osobam
zapisanym v DNC registri a musi byt realizovany
vyluéne z &isiel s vyhradenym prefixom (0)888. Vynimka
»marketing vlastnych podobnych sluzieb” sa uplatiiuje
strikine a nemozno ju rozsirovat na iné odvetvia, ako so
poistovacie produkty.
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Rozhodnutia tykajice sa “cookies”

V nasledujicej tabulke sme spracovali najrelevantnejsie rozhodnutia v zmysle § 109 ods. 8 ZEK, pric¢om podstata tychto
rozhodnuti spoéivala v ukladani nepovinnych cookies alebo zle nastavenej cookie listy.

Urad na reguldciu vykonal kontrolu webovej strénky e-shopu
so 3portovym obledenim, ktory ukladal do zariadeni
pouzivatelov iné ako technicky nevyhnutné cookies este pred
udelenim sthlasu prostrednictvom cookie lidty. 13lo najma o
cookies ndstrojov Microsoft Clarity, Bing/Microsoft marketing
a Google Analytics, spolu priblizne 10 cookies.

Urad zdéraznil, ze rozhodujici je moment ulozenia cookies
- ak s0 ulozené este pred udelenim sohlasu, porusenie je
naplnené, bez ohladu na neskord ndpravu. Zévaznost
porusenia spocivala v pocte pouzitych cookies a v zdsahu do
stkromia neuréitého okruhu ndvstevnikov webu, ktory uz
nemozno spdtne napravit.

1. E-shop 6 000 eur

Uad na reguldciv  vykonal administrativnu  kontrolu
webového sidla potravinového refazca, pri ktorej zistil, Ze v
diioch 9. — 10. septembra 2024 boli do =zariadeni
pouzivatelov ukladané iné ako nevyhnutné cookies este pred
udelenim sthlasu prostrednictvom cookie lidty. 18lo najma o
analytické cookies (_ga, _ga_LVZ68HZ4ZX,
_ga_8CQ9TRZ2NBQ) a marketingovi cookie _gcl_au uréeni
na reklamnd atribiciu konverzii.

Porudenie bolo preukdzané prostrednictvom ndstroja Website
Evidence Collector, ktory zaznamenal ukladanie cookies 5000 eur
pred vyjadrenim sthlasu. Urad zérovedi konstatoval, ze
cookie lista webu uvddzala zavadzajicu informéciv, podla
ktorej strdnka pouzivala iba technické cookies, hoci v
skutoénosti dochddzalo aj k analytickému a marketingovému
spracivaniu.

Urad zdéraznil, Ze sthlas s cookies musi byt preukdzatelny a
spliaf podmienky GDPR, najmé slobodnosf, konkrétnost,
informovanost a jednoznadnost, a Ze analytické ani
marketingové cookies nemozno povaZovaf za nevyhnutné.

2. Web potravinového
refazca
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Urad vykonal administrativnu kontrolu webovej strénky -
shopu s bytovymi doplnkami, pri ktorej zistil, Ze v diioch 21.
- 22. augusta 2024 boli do koncovych zariadeni
pouzivatelov ukladané iné ako technické cookies este pred
udelenim sthlasu prostrednictvom cookie listy. I8lo najmé o
analytické a marketingové cookies néstrojov. Google
Analytics, Facebook a Hotjar.

Prevddzkovatel na vyzvy JGradu nereagoval, zistené
nedostatky neodstranil ani po nariadeni a poéas konania sa
procesne nebrdnil. K ndprave doilo az dodatoéne, po
mdrnom uplynuti zékonnych lehét.

V' rozkladovom konani prevadzkovatel  argumentoval
neimyselnym pochybenim, technickymi a organizaénymi
problémami a néslednou népravou, pri¢om Ziadal o zniZenie
sankcie. Urad tieto argumenty neakceptoval a rozklad v
celom rozsahu zamietol.

3. E-shop 3700 eur
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Ani v roku 2025 sme v rdmci rozhodovacej cinnosti vieobecnych sidov na Slovensku nezaznamenali judikdt, ktory by
zdsadnym spésobom posival vyklad GDPR alebo vnitrostatnej dpravy ochrany osobnych Gdajov. Tento stav nadalej sovisi
s problematickou dostupnostou rozhodnuti a absenciou systematického a uceleného spristupfiovania judikatiry v tfejto
oblasti. Takisto stym, Ze len malé percento rozhodnuti Uradu je napadnuté spravnymi zalobami. Vyznamnej3i vyvoj viak
mozno sledovaf na Grovni rozhodovacej praxe Stdneho dvora Eurépskej Gnie (,SDEU”). V roku 2025 SDEU priniesol
viacero rozhodnuti, ktoré precizuji vyklad klocovych pojmov GDPR a si relevantné aj pre aplikaéni prax na Slovensku.

Rozhodnutie SD EU - prenos pseudonymizovanych tdajov tretim strandm (C-413/23)

Predmetom rozhodnutia Sidneho dvora Eurépskej Unie bolo upresnenie pojmu ,osobné Gdaje” v kontexte prenosu
pseudonymizovanych Gdajov fretim strandm a rozsahu informaénych povinnosti prevadzkovatela. Spor vznikol v sivislosti s
postupom Jednotnej rady pre riesenie krizovych situdcii (SRB), ktord v rdmci riedenia situdcie banky Banco Popular
umoznila byvalym akciondrom a veritelom predkladat’ pripomienky k predbeznému rozhodnutiv o ndhrade $kody. Tieto
pripomienky SRB ndsledne v pseudonymizovanej podobe postipila externej spoloénosti Deloitte, ktord bola poverend
vypracovanim hodnotenia dopadov riesenia banky.

Dotknuté osoby podali staznost na Eurépskeho dozorného dradnika pre ochranu ddajov (EDPS), kedZe neboli informované
o prenose ich Udajov tretej strane. EDPS dospel k zdveru, Ze doslo k poruseniu informaénej povinnosti podla nariadenia
(EU) 2018/1725. Vieobecny sid rozhodnutie EDPS iastoéne zrusil, aviak SDEU tento rozsudok zrudil a potvrdil prévne
z4very EDPS.

SDEU v prvom rade zdéraznil, e vyjadrenie osobného nézoru predstavuje samo o sebe osobny Udaj, kedze je
neoddelitelne sp&té s osobou, ktord ho vyjadrila. Na jeho kvalifikdciu ako osobného ddaja nie je potrebné skimat obsah,
0&el ani désledky tohto ndzoru. Zdroveri sid potvrdil, Ze pseudonymizované Gdaje nemoZno automaticky a za kazdych
okolnosti povaZovaf za osobné Gdaje — pseudonymizdcia méze v uréitych situdcidch G&inne zabranif identifikécii dotknutej
osoby zo strany prijemcu ddajov.

Za klséové viak SDEU povazoval posidenie identifikovatelnosti osoby z pohladu prevadzkovatela a v momente zberu
ddajov, nie z pohladu prijemcu po ich prenose. Informaénd povinnost prevadzkovatela preto vznikd uz pri zbere Gdajov a
nemozno ju obchddzaf tym, Ze Udaje budi pred prenosom pseudonymizované. Skutocnost, Ze tretia strana nemusi byt
schopnd dotknutd osobu identifikovat, nemd vplyv na povinnost prevddzkovatela informovat o prenose osobnych Gdajov.

Pouzivanie telovych kamier pri kontrole cestujicich a informaénd povinnost podla GDPR (C-422/24)

Predmetom rozhodnutia Sddneho dvora Eurdpskej Unie bolo posidenie rozsahu a spdsobu plnenia informaénej
povinnosti podla GDPR pri pouziti telovych kamier (body cameras) pocas kontroly cestovnych listkov v prostriedkoch
verejnej dopravy. Spor vznikol v sivislosti s praxou dopravnej spoloénosti v Stokholme, ktord vybavila svojich revizorov
telovymi kamerami zaznamendvajicimi cestujicich pocas kontroly.

Svédsky dozorny orgén pre ochranu osobnych Gdajov ulozil dopravnej spolognosti pokutu za porusenie viacerych
ustanoveni GDPR, najmd z dévodu nedostatoéného informovania dotknutych oséb o spractvani ich osobnych ddajov.
Spolognost’ namietala, Zze osobné Gdaje neboli ziskavané priamo od cestujicich, ale nepriamo, o by malo vplyv na
rozsah a nacasovanie informaénej povinnosti, a preto povazovala uloZenl pokutu za neopodstatnend.

Stdny dvor EU konstatoval, ze Gdaje ziskané prostrednictvom telovych kamier sa povazuji za osobné tdaje ziskané
priamo od dotknutej osoby (¢l. 13 GDPR). Na takito kvalifikaciu nie je potrebné, aby dotknutd osoba vedome poskytla
ddaje alebo vykonala akykolvek aktivny Gkon. Samotné pozorovanie osoby a zaznamendvanie jej sprévania kamerou
predstavuje priamy zber osobnych ddajov. Nepriamy zber Udajov (¢l. 14) sa uplatni len v pripadoch, ked
prevadzkovatel ziskava Gdaje z iného zdroja bez priameho kontaktu s dotknutou osobou.
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V pripade priameho zberu osobnych Gdajov vznikd prevadzkovatelovi povinnost poskytndtf dotknutej osobe urcité
informdcie okamzite. Sid zdroved potvrdil, Ze informaénd povinnost je mozné splnit prostrednictvom viacvrstvového (multi-
layered) pristupu. Najdélezitejsie informdacie mézu byt uvedené napriklad na viditelnom vystraznom oznaéeni (ozndmeni o
pouzivani kamier), zatial ¢o dalSie povinné informdacie mézu byt spristupnené primeranym a Gplnym spésobom na lahko
dostupnom mieste.

Rozhodnutie potvrdzuje prisny vyklad pojmu ,priamy zber osobnych ddajov” a kladie déraz na bezprostredné a
transparentné informovanie dotknutych oséb pri vyuZivani kamerovych technoldgii vo verejnom priestore. Zdrove
poskytuje prevédzkovatelom prakticky ndvod, ako mozno informa&ni povinnost plnif primerane aj v dynamickych
situdcidch, akymi st kontroly vo verejnej doprave.

Rozhodnutie SDEU vo veci C492/23 - postavenie online platforiem ako prevadzkovatelov osobnych Gdajov:

Spor vznikol v suvislosti s fungovanim online trhoviska pésobiaceho v Rumunsku, ktoré umozfiovalo pouZivatelom
zverejiiovat inzerdty. Na platforme bol zverejneny inzerdt obsahujici fotografie a telefénne ¢islo Zeny, ktory bez jej
sthlasu nepravdivo naznadoval poskytovanie sexudlnych sluZieb. Inzerét obsahoval osobitné kategérie osobnych Gdajov a
predstavoval zdsah do jej sukromia, cti a osobnej integrity. Hoci prevédzkovatel platformy po upozorneni inzerdt odstranil,
jeho obsah sa ndsledne rozsiril na daldie webové stranky. Dotknutd osoba sa doméhala néhrady nemajetkovej ujmy z
dévodu nezdkonného spracivania osobnych Gdajov.

Vnitrostaty sid sa obrdtil na SDEU s otdzkou, i je prevadzkovatel online trhoviska mozné povazovat za prevadzkovatela
osobnych Gdajov podla GDPR, a to aj v pripade, ak samotny obsah inzerdtov nevytvdra, a & sa mdze dovoldvat vynimiek
zo zodpovednosti podla smernice o elekironickom obchode. Zdroveri sa riesilo, ¢i platformy majd povinnost proaktivne
preverovat obsah inzerdtov, overovat totoznost inzerentov a zabrafovaf zverejiiovaniu citlivych osobnych ddajov.

Stdny dvor konstatoval, Ze online trhovisko méZe mat postavenie prevadzkovatela osobnych Gdajov v zmysle GDPR,
pokial uréuje G&ely a prostriedky spractvania. Takéto postavenie vznikd najma v pripadoch, ked' platforma inzerdty
struktiruje, kategorizuje, spefiazuje, technicky spraciva alebo si v zmluvnych podmienkach vyhradzuje préva na ich dalsie
pouzitie. Skutodnosf, Ze osobné Udaje poskytol pouzivatel, nezbavuje platformu zodpovednosti, ak m& rozhodujici vplyv
na spdsob ich spracivania.

SDEU zédroved vyslovne potvrdil, Ze vynimky zo zodpovednosti poskytovatelov hostingu podla smernice o elektronickom
obchode nepredstavuji ,bezpedny pristav” vo vztahu k povinnostiam podla GDPR. Aj ked sa platforma méze vyhnof
zodpovednosti za nezdkonny obsah tretich strédn z pohladu obé&ianskopravnej zodpovednosti, neméze sa tymto spdsobom
zbavif' povinnosti prevédzkovatela osobnych Gdajov, vrdtane povinnosti zdkonnosti, transparentnosti a bezpeénosti
spracdvania.

Rozsudok ide nad rémec tradiéného modelu ,0zndmenie a odstranenie” a ukladd online trhoviském proaktivne povinnosti
v oblasti ochrany osobnych Gdajov. Sidny dvor zdéraznil povinnost preverovat, &i inzerdty neobsahuji osobitné kategérie
osobnych Gdajov podla &ldnku 9 GDPR, najméa ddaje o sexudlnom Zivote alebo sexudlnej orientécii, a povinnost overif, &i
mé& inzerent zékonny prévny zdklad na zverejnenie takychto Udajov, vrétane sdhlasu dotknutej osoby. Ak takyto pravny
zéklad neexistuje, inzerdt nesmie byt zverejneny.

V oblasti bezpeénosti spracivania SDEU poukézal na &lédnok 32 GDPR a zdéraznil povinnost zaviest primerané technické
a organizaéné opatrenia na zabrdnenie nezdkonnému kopirovaniu, scrapovaniu a daldiemu Sireniu inzerdtov. Takéto
opatrenia mézu zahffial technolégie proti automatizovanému stahovaniu obsahu, vodoznaky, obmedzenia pristupu alebo
zmluvné ochranné mechanizmy.
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Rozhodnutie predstavuje zésadny posun v chépani zodpovednosti online platforiem v EU. Cinnosti, ktoré boli doteraz
povazované za sprievodné alebo technické, méZu viest k vzniku postavenia prevddzkovatela podla GDPR. Pre mnohé
platformy to znamend prechod od reaktivneho k preventivnemu modelu stladu, s dérazom na kontrolu obsahu pred jeho
zverejnenim a na posilnenie internych procesov ochrany osobnych tdajov.

Rozsudok zapadd do 3irsieho regulaéného rémea EU, najmé v kontexte aktu o digitdlnych sluzbéch a pripravovaného aktu
o umelej inteligencii, a potvrdzuje trend smerujici k vy33ej zodpovednosti platforiem za ochranu zdkladnych prav
jednotlivcov v digitdlnom prostredi.
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Pri hodnoteni roka si — uZ tradi¢ne — vyberdme jeden pozitivny a jeden negativny moment, ktoré podla nds najviac vystihujd,
kam sa ochrana osobnych Gdajov na Slovensku za uplynuly rok posunula.

Pozitivny moment roka 2025:

Za pozitivny moment roka 2025 povazujeme skutoénosf, ze Urad povazuje za potrebné zrusit nepotrebni a zmétond druhi
Cast' aktudlneho zdkona o ochrane osobnych ddajov. Tato druhé East zdkona sa vziahuje na spracivanie osobnych ddajov,
ktoré je vykondvané mimo pésobnosti prava Unie. Podla ndsho ndzoru vpraxi ktakym pripadom takmer nikdy nedochddza.
Této druhd éast zdkona spdsobuje, Ze mnohé subjekty dodnes nesprévne odkazuji na paragrafové znenie zdkona namiesto
¢lankov GDPR. Je pozitivum ndvrhu nového zdkona o ochrane osobnych ddajov, Ze tito dvojkolajnost mé za ciel odstranit.

Negativny moment roka 2025:

Za negativny moment roka povazujeme rozhodovaciu &innost Uradu. 96 percent vietkych pokit udelenych Uradom v roku
2025 sa tykalo tej istej veci — zverejnenia rodného &isla vpovinne zverejiovanych zmluvach. Prirodzene, najviac
pokutovanym subjektom s6 potom obce, mestd aVUC, ktorym Urad udelil az 382 pokdt adalsich 75 pokdt udelil Urad
inych orgénom verejnej moci. Vsetko vo vztahu k zverejneniu rodného Eisla. Pritom je potrebné dodat, Ze ide orozhodnutia
Uradu zvlastného podnetu, nie na navrh dotknutych oséb. Urad sa teda sdm rozhodol zacaf tieto konania. Celkovo tak
bolo vedenych ktymto pripadom 490 samostatnych spravnych konani aspisov. Skutoéné &islo je zrejme vy3die, pretoze
niektoré zrejme nenadobudli prévoplatnost' v roku 2025.

Len 24 pokdt vcelkovej vyske priblizne 45 tisic eur udelil Urad vroku 2025 obchodnym spoloénostiam. Priemernd pokuta
pre obchodn( spoloénost bola preto na Grovni 1,883 eur.

Pokuty majd byt podla ¢&l. 83 GDPR G&inné, primerané aodrddzajice. Kazdy dozorny orgén md tieto zdkladné dlohy
podla &. 57 GDPR:

. monitoruje a presadzuje uplatiovanie GDPR;

. zvySuje povedomie verejnosti a jej chdpanie rizik, pravidiel, zaruk a prav sivisiacich so spracivanim;

. osobitni pozornost mé venovaf innostiam 3pecificky zameranym na deti;

. zvy3uje povedomie prevddzkovatelov a sprostredkovatelov o ich povinnostiach podla GDPR.

Odpovedzte si sami, ¢o ztoho poméha napliat vyssie uvedend rozhodovacia prax?@

Zverejnenie rodného Cisla je zakdzané zdkonom. Nie je ciefom nadej sprévy tieto porusenia ani dané pravidlo nijako
bagatelizovat. Ale skutoénost je, ide ovelmi jednoduché pravidlo, ktoré mé Cisto ndrodny charakter (nezakazuje ho GDPR).
Navyse je zrejmé, Ze tymto porudeniam je mozné predist aj technickym rieSenim alebo nastavenim registra, na ktoré sa
rozhodnutia nezameriavaiu.

Ak sa Urad rozhodne tymto spdsobom svoju rozhodovaciu prax za cely rok venovat vyluéne len jednému jednoduchému
pravidlu, ato z vlastného podnetu, odbornd aj laickd verejnost by sa mala pytat preéo.

Aky je rozumny dévod takéhoto vyluéného zamerania pokdt v priebehu jedného roka? Preco vébec tdto anomdlia vznikla?

Aaky bude maf tdto Einnost reguldtora dopad na trh, vyklad pravidiel avyvoj tejto oblastie Aco tato Einnost reguldtora
stéla dafovych poplatnikove

V Bratislave, diia 28. januéra 2026
Dagital Legal, s.r.o.
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